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INTRODUCCION

El plan de tratamiento de riesgo de seguridad y privacidad de la informacion de la E.S.E Hospital
de La Vega se basa en buscar estrategias que permitan desarrollar una cultura de caracter
preventivo en la entidad, de manera que el cliente interno comprenda el concepto de riesgo, a
través de herramientas que permitan reducir la afectacibn de la entidad en caso de
materializarse un riesgo. La E.S.E Hospital de La Vega, busca desarrollar estrategias que
permitan identificar, reducir y monitorear los riesgos asociados a la seguridad y privacidad de la
informacion.

De acuerdo con lo mencionado anteriormente, la E.S.E Hospital de La Vega adopta estrategias
y mecanismos proporcionado por el MINTIC y su Modelo de Seguridad y Privacidad de la
Informacion — MSPI, tomando las buenas préacticas y lineamientos establecidos por el ente de
control.

El Plan de Tratamiento de Riesgos de Seguridad y Privacidad de la Informacion de la ESE
Hospital de la Vega se enmarca en los lineamientos de la politica de seguridad digital establecida
en el Modelo Integrado de Planeacién y Gestiobn MIPG, y se encuentra alineado a la estructura
organizacional vigente del Hospital, asi como con sus objetivo, metas y proyectos.

ALCANCE

La E.S.E Hospital de La Vega con el propdsito de realiza una correcta gestion del riesgo, busca
integrar los procesos de buenas practicas y correcto uso de la informacion mediante estrategias
gue permitan la toma de decisiones ante un evento o riesgo que afecte la operacién y los
objetivos de la entidad.

Teniendo en cuenta lo anterior se definen lineamientos que permitan la gestion de riegos de
seguridad digital en la E.S.E Hospital de La Vega.

OBJETIVOS

OBJETIVO GENERAL

Gestionar un plan de tratamiento de riesgo de seguridad y privacidad de la informacion el cual
permita ser una guia para el control y minimizacion de los riesgos con el fin de proteger la
privacidad y seguridad de la informacién de la entidad.

OBJETIVOS ESPECIFICOS

e Establecer mecanismos que permitan proteger los activos de informaciéon mediante la
implementacion de estrategias para la mitigacion del riesgo.

e Definir un diagnostico que permita la identificacion de posibles riesgos sobre los activos de
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informacioén de la entidad.

e Sugerir estrategias que permitan a los clientes internos reconocer y mitigar los posibles
riesgos asociados a la seguridad de la informacion.

DEFINICIONES

Para conocer el plan de tratamiento de riesgos de seguridad y privacidad de la informacion, el
cliente interno debera conocer los términos y definiciones asociados al desarrollo del plan actual
con el fin de proveer conocimientos previos al lector.

e Confidencialidad: Informacién que no debe ser puesta a disposicion o ser relevada a
individuos, entidades o terceros no autorizados.

o Disponibilidad: Propiedad de la informacién de estar accesible y utilizable cuando lo
requiera una entidad autorizada.

e Integridad: Propiedad de la informacion referente a su exactitud y complejidad.
e Control: Medida que modifica el riesgo.

e Activos de informacion: Informacion o elemento de valor para operacion de la
organizacion.

e Administracion del riesgo: Elementos de control que permiten a la entidad brindar
estrategias para el correcto manejo de los eventos que puedan afectar las operaciones de

la entidad.

e Evento: Un incidente o situacion, que ocurre en un lugar particular durante un intervalo de
tiempo especifico.

¢ Riesgo: Contingencia o proximidad de un posible dafio.

e Proceso: Conjunto de actividades interrelacionadas o que interactian para transformar una
entrada en salida.

e Seguimiento: Mesa de trabajo institucional la cual se encarga de revisar y validar el control
de riesgos o eventos durante periodos establecidos por la entidad.

e Vulnerabilidad: Es aquella debilidad de un activo o grupo de activos de informacion.

e Seguridad de la informacién: Preservacion de la confidencialidad, integridad y
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disponibilidad de la informacion.

¢ MSPI: Modelo de Seguridad y privacidad

DESCRIPCION DEL PLAN

IDENTIFICACION DEL RIESGOS

El propésito de la identificacion del riesgo es determinar una vision general de los riesgos que
pueden afectar el cumplimiento de los objetivos de la entidad, se establecen varias
determinantes para la identificacion del riesgo, el como, donde, y porque podria suceder un
evento o el riesgo.

Una vez se identifica el riesgo, se debe establecer criterios de clasificacion del riesgo, el criterio
permitira establecer acciones de solucién o toma de decisiones.

CLASIFICACION DEL RIESGO

CLASIFICACION DEL RIESGO

RIESGO Se asocia con la forma como se administra la entidad. El manejo del
ESTRATEGICO riesgo estratégico se enfoca a asuntos globales relacionados con la
mision y el cumplimiento de los objetivos estratégicos, la clara
definicion de politicas, disefio y conceptualizacién de la entidad por
parte de la alta gerencia.

RIESGOS DE Estan relacionados con la percepcion y la confianza por parte de la
IMAGEN ciudadania hacia la institucion.

RIESGOS Comprenden riesgos provenientes del funcionamiento y operatividad
OPERATIVOS de los sistemas de informacioén institucional, de la definicion de los

procesos, de la estructura de la entidad. De la articulacién entre
dependencias.

RIESGOS Se relacionan con el manejo de los recursos de la entidad que
FINANCIEROS incluyen: la ejecucion presupuestal, la elaboracién de los estados
financieros, los pagos, manejos de excedentes de tesoreria y el
manejo sobre los bienes.

RIESGOS DE Se asocian con la capacidad de la entidad para cumplir con los
CUMPLIMIENTO requisitos legales, contractuales, de ética publica y en general con su
compromiso ante la comunidad.

E-mail: gerencia@eselavega-cundinamarca.gov.co Web: http://eselavega-cundinamarca.gov.co/
Teléfono: 3182825852-3163118097 Transversal 3 No 10 — 50 Barrio Las Palmas



mailto:gerencia@eselavega-cundinamarca.gov.co
http://eselavega-cundinamarca.gov.co/

E.S.E. HOSPITAL DE LA VEGA Cédigo: PLN-PL-08
- LA VEGA - CUNDINAMARCA Versién: 0
“ﬂ PLAN DE TRATAMIENTO DE RIESGOS DE | Fecha: 26/01/2026
! SEGURIDAD Y PRIVACIDAD DE LA P4gina 6 de 20
fisene. D [a Ve INFORMACION
RIESGOS Estan relacionados con la capacidad tecnoldgica de la entidad para
TECNOLOGICOS satisfacer sus necesidades actuales y futuras y el cumplimiento de la
mision.

Se debe tener en cuenta que la entidad tiene la posibilidad de agregar diferentes tipos de riesgos
de seguridad de la informacion, los riesgos se clasifican segun la guia de EI Modelo de Seguridad
y Privacidad de la Informacion — MSPI.

CRITERIOS BASICOS

Dependiendo del alcance y los objetivos del plan, se pueden aplicar diferentes enfoques, pero
debe ser adecuado y que contenga criterios como: criterios de evaluacion del riesgo, criterios de
impacto, y criterios de aceptacion del riesgo:

CRITERIOS DE EVALUACION DEL RIESGO

Se recomienda desarrollar criterios para la evaluacion del riesgo con el fin de determinar el riesgo
en la seguridad de la informacion de la institucién teniendo en cuenta los siguientes aspectos:

o El valor estratégico del proceso de informacién para la entidad

o La criticidad de los activos de informacioén involucrados en el proceso

o Los requisitos legales y reglamentarios, asi como las obligaciones contractuales

o La importancia de la disponibilidad de la, confidencialidad, e integridad de la informacion

para las operaciones y la entidad.
o Las expectativas y percepciones de las partes interesadas y las consecuencias negativas
para el buen nombre y la reputacién de la entidad.

CRITERIOS DE IMPACTO

Es recomendable desarrollar criterios de impacto del riesgo y especificarlos en términos del
grado de dafio o de los costos para la entidad, causados por un evento de seguridad de la
informacion, considerando los siguientes aspectos:

o Nivel de clasificacion de los activos de informacion del proceso

. Brechas en la seguridad de la informacion (ejemplo: perdidas de confidencialidad,
integridad y disponibilidad de la informacion)

o Operaciones deterioradas
o Perdida del negocio y del valor financiero
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Alteracion de planes y fechas limites
Dafos para la reputaciéon

Incumplimiento de los requisitos legales.

CRITERIOS DE ACEPTACION DEL RIESGO

Es recomendable desarrollar y especificar criterios de aceptacion del riesgo. Estos criterios
dependen con frecuencia de las politicas, metas, objetivos de la organizacion y de las partes
interesadas

La organizacion deberia definir sus propias escalas para los niveles de aceptacion del riesgo.
Durante el desarrollo, se deberian considerar los siguientes aspectos:

Los criterios de aceptacién del riesgo pueden incluir umbrales multiples, con una meta
de nivel de riesgo deseable, pero con disposiciones para que la alta direccion acepte
los riesgos por encima de este nivel, en circunstancias definidas.

Los criterios de aceptacion del riesgo se pueden expresar como la relaciéon entre
el beneficio estimado (u otros beneficios del negocio) y el riesgo estimado.

Los diferentes criterios de aceptacién del riesgo pueden aplicar a diferentes clases de
riesgos, por ejemplo, los riesgos que podrian resultar en incumplimiento con
reglamentos o leyes podrian no ser aceptados, aunque se puede permitir la aceptacion
de riesgos altos si esto se especifica como un requisito contractual.

Los criterios de aceptacion del riesgo pueden incluir requisitos para tratamiento adicional
en el futuro, por ejemplo, se puede aceptar un riesgo si existe aprobacion y compromiso
para ejecutar acciones que reduzcan dicho riesgo hasta un nivel aceptable en un periodo
definido de tiempo.

Los criterios de aceptacién del riesgo pueden diferir de acuerdo con la expectativa de duracion
que se tenga el riesgo y se podrian considerar los siguientes elementos:

Criterios de negocio.

Aspectos legales y reglamentarios.
Operaciones.

Tecnologias.

Finanzas.

Factores sociales y humanitarios.

ANALISIS DE RIESGO
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Para la E.S.E Hospital de La Vega, es muy importante documentar y especificar cada una de las etapas
de los riesgos o eventos presentados. La entidad tendra una bitacora de registro y seguimiento para el
analisis de datos, el andlisis se realiza segun la guia de El Modelo de Seguridad y Privacidad de la
Informacion — MSPI.

IDENTIFICACION DE LAS AMENAZAS Y VULNERABILIDADES
Una amenaza tiene el potencial de causar dafios a activos tales como informacion, procesos y

sistemas y, por lo tanto, a la entidad. Las amenazas pueden ser de origen natural o humano y podrian
ser accidentales o deliberadas es recomendable identificar todos los origenes de las amenazas
accidentales como deliberadas. Las amenazas se deberian identificar genéricamente y por tipo (ej.
Acciones no autorizadas, dafio fisico, fallas técnicas)

Algunas amenazas pueden afectar a mas de un activo y en tales casos pueden causar diferentes
impactos dependiendo de los activos que se vean afectados.

A continuacioén, se describen una serie de amenazas comunes:

D = Deliberadas, A = Accidentales, E = Ambientales

TIPO AMENAZA ORIGEN
Fuego A D, E
Agua A D, E
Contaminacion A D, E
Accidente Importante A/ D, E
Destruccion del equipo 0 medios A D, E
Dario fisico Polvo, corrosion, congelamiento A D, E
Fendmenos climaticos E
Fendmenos sismicos E
Fenodmenos volcanicos E
Eventos naturales Fendmenos meteorologicos E
Inundacién E
Perdida de los servicios|Fallas en el sistema de suministro de agua o aire | E
esenciales acondicionado

Perdida de suministros de energia

Falla en el equipo de telecomunicaciones
Radiacion electromagnéticos

Radiacion térmica

Perturbacion debida a Ia Impulsos electromagnético
Interceptacion de sefales de

O|>| > > >(m
o|o|o
mjmjm

interferencia comprometida
Espionaje remoto
Escucha encubierta

0|0
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Compromiso de

informacion

Hurto de medios o documentos

Hurto de equipo

Recuperacion de  medios

desechados

0|00

reciclados 0

Divulgacion

Datos provenientes de fuentes no confiables

W)

Manipulacién con hardware

Manipulacion con software

Deteccion de la posicion

Fallas técnicas

Fallas del equi

po

Mal funcionamiento del equipo

Saturacion del sistema de informacién

Mal funcionamiento del software

sistema de informacion.

Incumplimiento en el mantenimiento del

>|>|»|»|»|o|lolo|»|lo
viviviviiv]

m

Acciones no autorizadas

Copia fraudulenta del software

Uso de software falso o copiado

Corrupcion de los datos

Procesamiento ilegal de datos

Compromiso de

funciones

las

Error en el uso

Abuso de derechos

Falsificacion de derechos

SEEERREEEE
O| 0| 0|0

Negacion de acciones

Incumplimiento en la disponibilid

ad del

Es importante tener en cuenta que las fuentes de amenazas humanas, estas amenazas se desglosan

de la siguiente manera:

FUENTE DE
AMENAZA MOTIVACION ACCIONES
AMENAZANTES
Pirateria
Ingenieria Social
Pirata Reto; Ego; Rebelion; +Intrusién, accesos forzados
informatico, Estatus; Dinero al sistema
intruso ilegal )
+Acceso no autorizado
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Cubrimiento de los medios
de comunicacioén

Hossia. De LaViea |NFORMAC|ON

Criminal de la Destruccion de la +Crimen por computador

computacion informacion;  Divulgacion
ilegal de la informacion; +Acto fraudulento
Ganancia monetaria; ) »
Alteracién no autorizada de *Soborno de la informacion
los datos *Suplantacion de identidad

Terrorismo Chantaje; Destruccion; «Bomba/Terrorismo
Explotacion; Venganza;
Ganancia politica; *Guerra de la informacion

+Ataques contra el sistema Dos

deficiente,
descontentos,
malintencionados,
negligentes,
deshonestos
despedidos)

(0]

Errores y omisiones no
intencionales (ej. Error en
el ingreso de datos, error
de programacion)

Espionaje industrial Ventaja competitiva; ‘Ventaja de defensa
(inteligencia, Espionaje; econémico
empresas, “Ventaja politica
gobiernos
extranjeros, otros . 2 A
intereses) Explotacion econémica
*Hurto de informacion
Intrusos Curiosidad; EgQo; | .Asalto aun empleado Chantaje
(Empleados  con Inteligencia Ganancia
entrenamiento monetaria Venganza, .Observar informacién reservada

*Uso inadecuado del computador
*Fraude y hurto
*Soborno de informacion

‘Ingreso de datos falsos o

corruptos

Para la E.S.E Hospital de La Vega es importante tener en cuenta las posibles vulnerabilidades
segun el tipo de activo por esta razén se realiza la caracterizacion de las vulnerabilidades mas

conocidas y sus métodos de valoracion.
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TIPO DE ACTIVO

EJEMPLOS DE
VULNERABILIDADES

EJEMPLO DE POSIBLES
AMENAZAS.

HARDWARE

Mantenimiento
insuficiente/Instalacion

Incumplimiento en el
mantenimiento del sistema
de informacion.

fallida de los medios de
almacenamiento

Ausencia de esquemas de
reemplazo periédico

Destruccion de equipos o
medios.

Susceptibilidad a la
humedad, el polvo y la
suciedad

Polvo, corrosion y
congelamiento

Sensibilidad a la radiacion
electromagnética

Radiacion
electromagnética

Ausencia de un eficiente
control de cambios en la
configuracion

Error en el uso

Susceptibilidad a las
variaciones de voltaje

Pérdida del suministro de
energia

Susceptibilidad a las

Fenémenos

variaciones de meteorolbégicos

temperatura

Almacenamiento sin Hurtos medios o]

proteccion documentos.

Falta de cuidado en la Hurtos medios o]

disposicion final documentos.

Copia no controlada Hurtos medios o]
documentos.
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SOFTWARE

Ausencia o insuficiencia de
pruebas de software

Abuso de los derechos

Defectos bien conocidos
en el software

Abuso de los derechos

Ausencia de
"terminacion de sesion”
cuando se abandona la
estacion de trabajo

Abuso de los derechos

Disposicion o reutilizaciéon
de los medios  de
almacenamiento sin
borrado adecuado

Abuso de los derechos

Ausencias de pistas de
auditoria

Abuso de los derechos

Asignacioén errada de los
derechos de acceso

Abuso de los derechos

Software ampliamente
distribuido

Corrupcion de datos

En términos de tiempo
utilizacion de  datos
errados en los programas
de aplicacion

Corrupcion de datos

Interfaz de usuario
compleja

Error en el uso

Ausencia de
documentacion

Error en el uso

Configuracion  incorrecta
de parametros

Error en el uso

Fechas incorrectas

Error en el uso
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e e INFORMACION agina 1o de
Ausencia de mecanismos
de identificacién y
Falsificacion de derechos

autentificacién, como la
autentificacion de
usuario
Tablas de contrasefias sin Falsificacion de derechos
proteccion
Gestion deficiente de las Falsificacion de derechos
contrasefas
Habilitacion de servicios Procesamiento ilegal de
innecesarios datos
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']Luwju.n !I'kt La Veca INFORMACION
Software nuevo o] Mal funcionamiento del
inmaduro software

Especificaciones
incompletas o no claras
para los desarrolladores

Mal funcionamiento del
software

Ausencia de control de
cambios eficaz

Mal funcionamiento del
software

Descarga y uso no
controlado de software

Manipulacion con software

Ausencia de copias de
respaldo

Manipulacién con software

Ausencia de proteccién
fisica de la edificacion,
puertas y ventanas

Hurto de medios o
documentos

Fallas en la produccién de
informes de gestion

Uso no autorizado del
equipo

RED

Ausencia de pruebas
de envio o recepcién
de mensajes

Negacion de acciones

Lineas de comunicacion
sin proteccion

Escucha encubierta

Trafico sensible sin
proteccion

Escucha encubierta

Conexion deficiente de los
cables

Fallas del equipo de
telecomunicaciones

Punto Unico de fallas

Fallas del equipo de
telecomunicaciones

Ausencia de
identificacion y
autentificacion de

emisor y receptor

Falsificacion de derechos
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Hospital !ngxiiil INFORMACION
Arguitectura insegura de la Espionaje remoto
red
Transferencia de Espionaje remoto
contrasefas en claro
Gestion inadecuada de la
red (tolerancia a fallas en Saturacion del sistema de
el enrutamiento) informacion
Conexiones de red publica Uso no autorizado del
sin proteccion equipo
Incumplimiento en la
Ausencia del personal disponibilidad del
personal
Procedimientos Destruccion de equipos y
inadecuados de medios
contratacion
Entrenamiento insuficiente Error en el uso
PERSONAL

en seguridad

Uso incorrecto de software
y hardware

Error en el uso

Falta de conciencia acerca
de la seguridad

Error en el uso

Ausencia de mecanismos
de monitoreo

Procesamiento ilegal de
los datos

Trabajo no supervisado
del personal externo o
de limpieza

Hurto de medios o
documentos.

Ausencia de politicas
para el uso correcto de

los medios de
telecomunicaciones y
mensajeria

Uso no autorizado del
equipo
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EVALUACION DE RIESGOS

El andlisis y la evaluacion de los riesgos dependen de la informacién obtenida durante la
clasificacion e identificaciébn de las amenazas, para ello la entidad debe tener en cuenta los
criterios anteriormente descritos. La guia MSPI menciona cuales son los pasos claves en el

andlisis de riesgos, posibilidades e impactos.

Para facilitar la calificacion y evaluacion a los riesgos, se presenta una matriz donde contempla
un andlisis cualitativo, para presentar la magnitud de las consecuencias potenciales (impacto) y
la posibilidad de ocurrencia (probabilidad).

PROBABILIDA IMPACTO
. Insignificant Meno Moderad Mayo Catastrdfic
el r o] r o]
2 3 4 5
Raro 1 B B M
Improbable 2 B B M
Posible 3 B M
Probable 4 M
Casi Seguro 5

Las categorias relacionadas con el Impacto son: insignificante, menor, moderado, mayor y
catastréfico. Las categorias relacionadas con la Probabilidad son: raro, improbable, posible,

probable, casi seguro.

ZONAS DE RIESGO

B: Zonaderiesgo
baja:

M: Zona de

riesgo
Moderado:

Asumir el riesgo.

Asumir el riesgo,
reducir el riesgo.

Reducir el riesgo,
evitar, compartir
o transferir.

Reducir el riesgo,
evitar, compartir
o transferir.
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EJEMPLO DE EVALUACION DE RIESGOS.

A continuacion, se realiza la demostracion para el correcto andlisis de los posibles riesgos que

puede llegar a presentar la entidad.

ANALISIS DEL RIESGO
PROCESO: ATENCION AL USUARIO
OBJETIVO: Dar tramite oportuno a las solicitudes provenientes de las diferentes partes
interesadas, permitiendo atender las necesidades y expectativas de los usuarios, todo
dentro de una cultura de servicio y de acuerdo con las disposiciones legales vigentes.
CALIFICACION Evaluacié
: nZonade| Medidas
RIESGO Probabilidad | Impacto Tipo Impacto | Riesgo de
Respuest
a
Cambio Reducir el
en
confidencialidad Riesgo
los  datos 3 4 de la informacion extrema | Evitar
de Compartir o
contacto Transferir
de los
usuarios
PROBABILIDA IMPACTO
D
Insignificant Meno Moderad Mayo Catastrofic
el (0] r (o]
3 4 5
Raro 1 B M
Improbable 2 B M
Posible 2 R
Probable 4 M
Casi Seguro 5
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Para finalizar el andlisis del riesgo se debe realizar la valoracion y control final y se debe recordar
que estos se clasifican en dos:

PREVENTIVOS

CORRECTIVOS

aquellos que actian para eliminar las
causas del
ocurrencia o materializacion.

modificacion
proporcionan su ocurrencia.

aquellos que permiten el restablecimiento
riesgo para prevenir Su de la actividad, después de ser detectado
un evento no deseable, también permiten la
de las acciones

que

COMUNICACION Y SEGUIMIENTO

La oficina de sistemas debe realizar la comunicacion activa de los riesgos presentados, es
importante tener en cuenta que los puntos de vista entre el equipo de trabajo varia en cuanto a
los conceptos técnicos y profesionales de cada uno, se debe tener presente que el area de
sistemas debe exponer las necesidades, suposiciones del estudio o la evaluacion realizada.

Posteriormente la informacién procesada debera ser expuesta en comités administrativos, el
area de control interno debera llevar control y seguimiento de los riesgos presentados. Se debe
contemplar un informe que exponga el proceso de mejora que debe llevar la institucion para
evitar posibles riesgos.

Por otra parte, se debe establecer un valor de desempefio que permita administrar la gestion de
los riesgos de la entidad. Los indicadores de cumplimiento para un correcto manejo del riesgo
se deben establecer de la siguiente manera
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Pl 1he La Ve INFORMACION
Indicdor  [Estructura |[Riesgo Accion de Meta Responsabl |Periodicida [Resultado
del Identificad [Mejora e d Esperado
Indicador 0
(N°copias Pérdida de |validar Cumplir Area de Diaria  |Disponibilidad e
Copias de [realizadas/ |informcion (diariamente 295% [Sistemas integridad de la
seguri dad [Total de critica las copias de informacion
copias segurida del
programada sistema de
S) X
100
informacion
(Equipo scon |Infecci 6n  |Verificar y Cumplir |Area de Mensual Reduccion
Proteccio antivirus por actualiza 100 sistema de
antivirus activo / malw r % S incident
Total de are antivirus esde
equipos institucio nal segurid
) x 100 ad
(Funcionarios |Errores Realizar 2 Area de Semestral  |Mayor
capacita huma capacita (90 Sistema cultura
Sensibiliza dos / n os ciones % S de
cion Total funciona y en segurid
rios) x |phishing segurida ad
100 d de la
informaci
on

Durante la vigencia 2025, el Area de Sistemas realiz6 el seguimiento permanente a la gestion de los riesgos
asociados a la seguridad de la informacién, conforme a lo establecido en el Plan de Tratamiento de Riesgos.
Como resultado de este seguimiento, el indicador (nUmero de riesgos gestionados / total de riesgos
presentados) x 100 se mantuvo en 0, lo cual representa un resultado positivo para la institucion, dado que
no se presentaron riesgos de seguridad de la informacion durante el periodo evaluado.

Este resultado refleja la efectividad de los controles preventivos implementados, asi como el adecuado
manejo de los activos de informacion y la adopcion de buenas practicas por parte de los usuarios y del Area

de Sistemas.

Asi mismo, se deja establecido que los indicadores definidos en el Plan de Tratamiento de Riesgos de
Seguridad de la Informacion seran ejecutados y evaluados durante la vigencia 2026, con el fin de continuar
fortaleciendo los mecanismos de prevencion, control y mitigaciébn de posibles riesgos tecnologicos,
garantizando la confidencialidad, integridad y disponibilidad de la informacién institucional.
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